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Overview





	ChameleonNFS for Windows NT provides a suite of Internet and/or TCP/IP applications for Windows NT. Since most of the applications provided in this suite are intended for single user use only, only the NFS Server support is being tested for compatibility. This includes both exporting (sharing), and using drives. 





Requirements





Software Requirements





NetManage ChameleonNFS for Windows NT version 5.0





Citrix WinFrame Family version 1.6





Installation





Installation of the ChameleonNFS product was done using the following steps:





Open a Command prompt, and type: CHANGE USER /INSTALL





With the Setup Disk 1 in drive a:, switch to the A: drive, and type: SETUP





Enter the serial number and key when prompted, keeping in mind that they are case sensitive.





Choose the directory to install to, and the installation will proceed with copying the appropriate files. 





After following the instructions in the note below, reboot the machine.





NOTE:


	One error comes up after the initial setup. The application’s dependency on the Mup service causes an error when the application attempts to get the SCM (Service Control Manager) to start the Mup service. The SCM returns the non-fatal error that the Mup service is already running, and the NMNfsRedirector service apparently thinks that is a hard failure, and doesn’t start. Remove the dependency on the Mup service using the following steps:





From the Command prompt, type REGEDT32, and edit the following key:





	\\HKEY_LOCAL_MACHINE\System\CurrentControlSet\Services\NMNfsRedirector\DependOnService





from the following value:


	Tcpip


	Mup


to:


	Tcpip








�



Usage





	As mentioned earlier on, the tools of interest here are the NFS file sharing services. The individual applications provided with this package are otherwise not of interest since they are not intended for multi-user environments. There are basically three portions to the NFS services, exporting drives and directories, securing access to them, and connecting to the exports created. 





Export:


	


The ‘NFS Server’ program in the installed group is the tool for this function. Click on the ‘Exports’ menu item, which brings up another dialog. On the left side of the dialog is the listing of available drives to share, or ‘export’. Select the specific path you wish to make available on the left side of the dialog, then click ‘Add’ in the center. You will see the path appear on the right side of the dialog with a slight difference in the way the path is displayed. Instead of the drive letter being listed as:


	D:/this/that/share


it will be shown as:


	/d/this/that/share


in order to adhere to the NFS naming convention. After you have ‘exported’ a drive and path and it appears on the right side of the dialog, it is then accessible to users as defined in the next section.





Securing Access:





	User access to exports is handled in a few steps. 





It is required that the user be defined on the local system. A domain user will NOT have access. In addition, the user must be ‘mapped’ to a unique UID and GID in the ‘NFS Server’ utility. This is accomplished as follows:





Open the ‘NFS Server’ program in the group installed. 





Select ‘Users’





You will see a list of the local users defined on the system, a password field, and UID and GID mappings (blank, by default). 





Select a user who you wish to give access to exports, and his information will appear in the editable fields above the list. Fill in the UID with a unique number for each user. The GID field needn’t be unique, but still need to be filled in. Keep in mind that the ‘password’ field must match the password defined for the user in the User Manager.





There are two methods for securing access to the exports at this point. 





You can allow any user who has been properly defined and mapped (step 1) to access the exports, in which case, you needn’t change anything else at this point. 





You can allow only specific users access to the exports you’ve defined. This is accomplished with the following steps:





Open the ‘NFS Server’ program from the group installed. 





Select ‘Exports’ 





Select the export you wish to define specific access to on the right hand side of the dialog. Then click ‘Access’ in the center of the dialog.





A new dialog will appear, listing all currently defined users on the system (regardless of UID mappings), and a blank list to the right. Select the users you wish to add to the specific security for this export, and click on ‘Add’ for each one to add the person to the list on the right. Click on ‘OK’ when finished. 





Click on ‘OK’ from the Exports menu. 





At this point, you should have both an export defined, as well as users who can access it. Follow the next sections instructions for details on how to access the exports.





Connecting to Exports:





	This is by far the easiest step of the process. 





Start up ‘File Manager’, and select ‘Disk’, and then ‘Connect Network Drive’ from the menus. If this is the first time you’ve tried to connect a network drive since you installed the ChameleonNFS package, you’ll now notice the new drive type listed in the ‘Shared Directories’ listbox, namely, ‘NetManage Chameleon32NFS’. 





Double clicking on this section should expand it to show the servers on the network sharing NFS exports. If not, you may need to specify the server name and path in the ‘Path’ text field above. For example, if we exported a path called “/d/stuff/” on server ‘exserve1’ accessible with IP address ‘128.5.4.3’, you could specify any of the following for the path:





	128.5.4.3:/d/stuff


	exserve1:/d/stuff


	\\exserve1\d\stuff





If the exported directory is located on a UNIX host, be sure to enter the UNIX machine’s username that has access to the exported directory. If the export directory is on a WinFrame or Windows NT server, be sure to specify a user on that specific machine. The username should be entered in the ‘Connect As:’ field.





Click the ‘Reconnect at Logon’ checkbox if you wish this drive to be reconnected every time you login. Click ‘OK’. 





You will prompted for the user’s password. If the exported directory is on a UNIX host, be sure to use the UNIX user’s password. If on a WinFrame or NT server, be sure to use the same password you provided in both the User Manager and the NFS Server utility. The drive will then be mapped to the drive letter you specified. 








Troubleshooting





	I have a user being granted access to an export, and I put the username in the ‘Connect As:’ box, but I still can’t map the drive in file manager?





Be sure that you have given that user a UID and GID mapping in the NFS Server utility, as the ‘Exports’ access dialog will allow you to put in any local user, regardless of UID/GID mappings.


